| **Tipo de Detección** | **Descripción** |
| --- | --- |
| 🔥 WAF Detection | Detecta que hay un firewall web activo. |
| 🔎 Wappalyzer (3 veces) | Identificó las tecnologías usadas (por ejemplo, PHP, Apache, etc.). |
| ⚠️ HTTP Missing Security Headers (9 veces) | Faltan cabeceras como X-Frame-Options, Content-Security-Policy, etc. Estas ayudan a proteger el sitio. |
| 📁 .idea/workspace.xml | Exposición de archivos de configuración de IDE JetBrains (posible fuga de rutas o datos internos). |
| 🌐 DNS TXT Record y CAA Record | Registros públicos en DNS que dan información sobre configuraciones del dominio. |
| ⚙️ Silverlight cross-domain policy | Un archivo clientaccesspolicy.xml detectado; relacionado con aplicaciones antiguas como Silverlight. |